Financing Violent Extremism: An Examination of Maligned Creativity in the Use of Financial Technologies

Marc-Andre Argentino
King's College London

Jessica Davis
King's College London

Tore Refslund Hamming
King's College London

National Counterterrorism Innovation, Technology, and Education Center
International Centre for the Study of Radicalisation

Follow this and additional works at: https://digitalcommons.unomaha.edu/ncitoreportsresearch
Please take our feedback survey at: https://unomaha.az1.qualtrics.com/jfe/form/SV_8cchtFmpDyGfBLE

Recommended Citation
Argentino, Marc-Andre; Davis, Jessica; Hamming, Tore Refslund; National Counterterrorism Innovation, Technology, and Education Center; and International Centre for the Study of Radicalisation, "Financing Violent Extremism: An Examination of Maligned Creativity in the Use of Financial Technologies" (2023). Reports, Projects, and Research. 22.
https://digitalcommons.unomaha.edu/ncitereportsresearch/22

This Report is brought to you for free and open access by the National Counterterrorism Innovation, Technology, and Education (NCITE) at DigitalCommons@UNO. It has been accepted for inclusion in Reports, Projects, and Research by an authorized administrator of DigitalCommons@UNO. For more information, please contact unodigitalcommons@unomaha.edu.
Financing Violent Extremism: An Examination of Maligned Creativity in the Use of Financial Technologies

Marc-André Argentino, Jessica Davis & Tore Refslund Hamming
This material is based upon work supported by the U.S. Department of Homeland Security under Grant Award Number 20STTPC00001-01-00. The views and conclusions contained in this document are those of the authors and should not be interpreted as necessarily representing the official policies, either expressed or implied, of the U.S. Department of Homeland Security.

CONTACT DETAILS
For questions, queries and additional copies of this report, please contact:

ICSR
King’s College London
Strand
London WC2R 2LS
United Kingdom

T. +44 20 7848 2098
E. mail@icsr.info

Twitter: @icsr_centre

Like all other ICSR publications, this report can be downloaded free of charge from the ICSR website at www.icsr.info.

© ICSR 2023
Executive Summary

This workbook teaches researchers, analysts and practitioners how different sorts of terrorist and violent extremist actors utilise financial technologies and cryptocurrencies to finance their operations. The process of terrorist adoption of financial technologies is spelled out for various organisations and can assist analysts to estimate whether and when a group or terrorist actor would embrace a financial technology or cryptocurrency. The workbook also includes terms that may be used to search information holdings for terrorist adoption of cryptocurrencies or financial technologies, offering early warning of terrorist adoption.

- Most terrorist organisations, cells and individuals gradually embrace new technology, tactics, strategies and processes. Finance is more confined by external constraints than other areas of potential innovation and adaptation, hence few organisations or entities actually innovate in finance.

- Most terrorist actors are bound by financial and economic institutions, making terrorist financing difficult to innovate. Structures control them. Thus, terrorist finance patterns and approaches are better regarded as adaptation and learning rather than innovation.

- When economic and financial systems evolve, most terrorists adapt to new financing methods. Terrorists employ financial technologies and cryptocurrencies when they are convenient and widely used. Until then, motivated individuals or cells can innovate, but groups or more established cells or organisations seldom adopt new financing methods early.
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1. Introduction

The purpose of this workbook is to examine terrorist financial adaptation, particularly in the context of new financial technologies (fintech) and cryptocurrencies. We begin by explaining our methods and data collection and defining key terms, and then explore different types of terrorist financial adaptation and innovation. We then consider how these financial mechanisms can be best countered in the context of the global fight against terrorist financing and conclude with a discussion on detecting terrorist adaptation in the financial space.

In this workbook, there is a significant focus on cryptocurrency, in part because it is new. However, while some space has to be dedicated to explaining and describing cryptocurrencies, other financial technologies appear to play an equal if not greater role in facilitating terrorist financing.

Cryptocurrency, a financial technology in itself, is a decentralised payment and monetary system that uses internet architecture and is built on blockchain technology (see key terms, below). While it has been designed as an alternative monetary system, in practice it functions primarily as a method of sending value or processing payments, with users ultimately purchasing coins using state-backed currency and selling cryptocurrency to purchase state-backed currency, which is more easily used for everyday purchases and activities. Cryptocurrencies can also be seen as assets: some people purchase cryptocurrency coins and hold them as investments, since their value fluctuates. While some have a difficult time conceptualising cryptocurrency as “money”, since it is not backed or created by a state, it can be helpful to remember that even state-backed money operates on a system of belief and trust: that the currency a user holds will be accepted by other users for an agreed price. Modern state-backed currencies have no intrinsic value and are not representative of other assets (like gold); cryptocurrencies are simply an extension of this. Proponents of cryptocurrency suggest that they offer greater privacy, independence and functionality than state-backed currencies, while detractors suggest that few of these promises have been realised. Functionally, approximately 20% of people in the United States own bitcoin, one form of cryptocurrency, though globally the percentage of a population is likely to vary significantly depending on the technological adoption of a particular jurisdiction. Cryptocurrencies are now widely seen as part of the modern global monetary system and are used by illicit actors, including terrorists, to finance their activities.

---

2. Method and Data Collection

For this project, we were faced with a challenge of scope and scale in terms of analysing how official and non-official threat actors are or are not using cryptocurrencies for their extremist or terrorist activities. The researchers focused on groups or actors that have been proscribed by Five Eyes governments to limit the scope of research. For jihadist actors, the focus was on the larger umbrella organisations rather than affiliates. For racially or ethnically motivated violent extremism (REMVE) and anti-government, anti-authority violent extremism (AGAAVE) actors, we included an additional section on the use of cryptocurrencies by post-organisational violent extremist and terrorist groups. In the REMVE and AGAAVE space, the landscape is shifting away from group structures (potentially, in part, as an adaptation to counter-terrorist financing policies and practices) and in some cases away from the formal financial sector entirely, so it is important also to consider how cryptocurrencies are used and perceived by this growing loose transnational network of threat actors.

The main source of data we used is the internal ICSR archive of material relating to violent extremist and terrorist actors that the centre has been collecting for well over a decade. As ICSR is a well-established and prominent academic research centre, we therefore possess a formidable archive of relevant material. Moreover, our institutional process of data collection is ongoing, meaning this archive is continuously updated with new material. The archive include smaterial from a variety of threat actors across the politically motivated, religiously motivated and ideologically motivated spectrum of violent extremists.

The material sourced from the database for this project stems from REMVE, AGAAVE and jihadist owned and operated websites and/or forums: Telegram channels and chats, Rocket.Chat, Wire, TamTam, VK, Gab, MeWe, WimKin, Parler, Gettr, Rumble, Bitchute, LBRY, Minds Element, 4Chan, 8kun, Onion-based websites and Odysee.
3. Key Terms

**Adaptation**
Adaptation is the process of adjusting existing methods and techniques by terrorist or extremist organisations or operational actors.\(^3\)

**Altcoin**
Any currency that is not bitcoin is referred to as an altcoin. Altcoins range from the second-most popular currency, Ethereum, to hundreds of distinct coins with relatively little market share.

**Block**
Data sets inside a blockchain. In the context of a cryptocurrency blockchain, blocks are made up of transaction records created when users purchase or sell currencies. Each block can only carry a certain amount of data. When it reaches this limit, a new block is created to continue the chain.

**Blockchain**
A digital way of keeping track of things; the technology that makes cryptocurrencies work. A blockchain is a list of transactions that is permanent and cannot be changed. It is made up of blocks that are added one after the other.

**Chain-Hopping**
Chain-hopping is the process of moving from one cryptocurrency blockchain to another. This is common when purchasing the privacy coin Monero but can also be done with other coins. It is most often performed in an effort to break a financial trail and make it more difficult for investigators to follow the source or destination of funds.

**Clustering**
Clustering is a de-anonymisation approach for blockchain data. It connects many wallets belonging to the same person or business.

**Cold Wallet / Cold Storage / Hard Wallet**
A way to store your cryptocurrency outside the internet. Many cold wallets are devices that look like USB drives. This kind of wallet can help to keep your cryptocurrency safe from hackers and thieves, but it also comes with its own risks, such as misplacing it (and with it, your cryptocurrency).

**Exchange**
A cryptocurrency exchange is an online market where you can buy and sell cryptocurrency.

Fork
When the users of a blockchain modify its rules. Changes to a blockchain’s protocol often result in two new paths: one that follows the existing regulations and another that branches off from the previous rules.

Hash
A distinct string of numbers and letters that identifies blocks and is linked to cryptocurrency buyers and sellers.

Hawala
Hawala is an informal value transfer system used to move money around the world. It is particularly popular in non-Western countries. Hawala transactions involve the movement of money between two locations without the physical transfer of funds, either domestically or internationally. Instead of moving money physically, a hawaladar will contact a business associate and ask for the funds to be released to the intended beneficiary. Later, entirely independently of the original transaction (and only if or when an imbalance occurs between the two businesses), the two hawaladars will settle their accounts through a fund transfer (potentially through a money service business or bank) or perhaps through goods or services.

Hot Wallet
A bitcoin wallet that is software-based and linked to the internet. While hot wallets are more convenient for immediately accessing your cryptocurrency, they are more vulnerable to hacking and cybersecurity threats than offline ‘cold’ or ‘hard’ wallets.

Innovation
Terrorist innovation is the introduction of a new method, technique or technology not adopted by any other terrorist organisation in the past. This includes both tactical and technological innovation, as well as strategic and organisational innovation.

Mixers
Mixers, also known as mixing services, are platforms that seek to conceal the source and destination of cryptocurrency transactions. The goal is to make transactions untraceable and anonymous. To do this, the mixer will combine coins and transfer them to several wallet addresses. Mixers are employed by certain users to conceal huge transactions and to escape hackers. Mixers can also be used by criminals to launder the proceeds of illegal activity. As a result, they pose a concern in terms of money laundering and terrorist financing.

Non-Fungible Tokens (NFTs)
Non-fungible tokens are value units used to represent ownership of one-of-a-kind digital assets, such as art or collectibles. NFTs are often stored on the Ethereum blockchain.

---
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Privacy coin
A privacy coin, also called an anonymity-enhanced coin, is difficult to track on the blockchain and increases the privacy and anonymity of its users through transactional features. It lets the user conduct transactions without revealing the amount, source and destination of funds, thus making it difficult to trace on the blockchain. Monero is the most commonly known privacy coin but others are in circulation, such as Dash, Zcash and Grin. Due to their privacy features, privacy coins have a higher risk of being associated with financial crime than other cryptocurrencies.

Public Key
The address of your wallet, which is similar to your bank account number. You can provide individuals or institutions your public wallet key so that they can send you money.

Private Key
The encryption code that enables you to access your cryptocurrency directly. Your private key, like your bank account password, should never be shared.

Recovery Phrase / Seed Phrase
A recovery phrase unlocks your wallet. Anyone with the recovery phrase can gain access to the cryptocurrency in your wallet. Often referred to as the key, it makes up part of the idiom “not your keys, not your coins”. Whoever controls the key or has the recovery phrase controls the coins. This is a human-readable version of the private key.

Wallet
A location to keep your cryptocurrency assets. Digital wallets are available on several exchanges. Wallets may be ‘hot’ (internet, software-based) or ‘cold’ (physical, offline, usually on a device).
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4. Financial Innovation in the Jihadist Space

In contrast with the general fear that jihadists will employ innovative fintech methods to fund their activities, there remains little empirical evidence supporting the assertion that jihadists have in fact embraced innovative technological solutions to secure and transfer funds in a widespread manner. Jihadist organisations generally rely on a diversification strategy in terms of their sources of financing to maximise their income and make it less vulnerable to detection and seizure. These sources include the sale of illicit goods (including drugs), donations, ransom payments, theft and, most importantly, territorial control, which enables extensive taxation. None of al-Qaeda, the Taliban or Islamic State appear to have employed cryptocurrency extensively, while some groups, such as Hamas, have shown more interest in new financing technologies. The financial innovation by jihadists, particularly as it relates to cryptocurrency and fintech, is largely piecemeal, more “proof of concept” than a widespread change in techniques. In some cases, individuals and small cells have used financial technologies such as PayPal and online marketplaces, including eBay and Amazon, to procure weapons and components for attacks. In the majority of cases, jihadists are employing similar methods to raise, use, move, store, manage and obscure funds, but have adopted fintech to do so. This is more reflective of economic and financial system changes than terrorist financial innovation. However, as financial technologies continue to permeate economic and financial systems globally, jihadists are likely to adopt these technologies to facilitate their financial transactions.

Al-Qaeda

Over the course of its more than thirty years of existence, al-Qaeda has evolved from a small contingent of fighters based in the Afghanistan-Pakistan region to a global enterprise with formal affiliates in a range of countries in addition to numerous supporting networks. Besides its international terrorist activities, the global al-Qaeda network is involved in several active insurgencies in the Middle East and Africa as part of the group’s endeavour to establish religio-political entities in the form of local emirates or, ultimately, a caliphate.

To fund its various activities, al-Qaeda has used a wide variety of financing methods. These have evolved with technological changes in society. For example, the group’s fundraising methods have included a variety of activities, such as credit card theft, bank robberies,

---

burglaries and forging cheques. Early on, al-Qaeda primarily relied on donations from wealthy individuals, including its late founder Osama bin Laden, and funds diverted from companies and charities. In more recent years, the group has reduced its reliance on centralised financing mechanisms, a response potentially prompted by counterterrorism financing pressures. Instead, it encourages affiliate groups and operational cells to finance their own activities. In some cases, the core al-Qaeda group has even relied on its franchises to send money back to the leadership. For example, in 2005, al-Qaeda’s second in command at the time, Ayman al-Zawahiri, reached out to the head of al-Qaeda in Iraq to request $100,000 as financial assistance.

To move money, the group has relied on a variety of means, including hawala, the formal financial sector and non-governmental or charitable organisations, as well as front companies. Cash couriers were also a popular method of moving funds for the group, particularly prior to the terrorist attacks of 11 September 2001.

Al-Qaeda has never issued an official statement on the legality of cryptocurrency or any instructions for how to use it. In fact, if one searches al-Qaeda’s Rocket.Chat ‘GNEWS server’ for ‘cryptocurrency’, ‘bitcoin’, ‘btc’, ‘monero’ and ‘wallet’, no results emerge. However, in March 2019, Syria-based jihadist ideologue Abdallah al-Muhaysini, who used to be close to al-Qaeda, published a video endorsing bitcoin and calling on jihadists to donate to Hamas.

There are a handful of examples of al-Qaeda platforms and operational cells soliciting cryptocurrency donations. Likewise, some adherents have solicited funds using social media platforms, in particular the encrypted platform Telegram. For instance, in 2017, the al-Sadaqah website, run by an al-Qaeda-linked network, used Facebook and Telegram to solicit donations from its supporters in bitcoin. In February 2018, the “tech talk” section of a pro-al-Qaeda English-language magazine, al-Haqiq, examined the permissibility of using bitcoin and other cryptocurrencies to fund al-Qaeda activities. Another campaign was launched by Syria-based al-Qaeda and affiliated terrorist groups using Telegram channels and other social media to solicit cryptocurrency donations under the guise of charity. The extensive reliance on charitable causes highlights a financing method that militant Islamists have employed for years.

Al-Qaeda currently has leadership figures in both Afghanistan and Iran. To date, the Afghan economy has minimal cryptocurrency integration. There are some reports of humanitarian aid being sent to the
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country through cryptocurrency, but wider use remains minimal.

As such, al-Qaeda in Afghanistan plausibly finances itself in much the same way that other groups and actors in the country do: through taxation and extortion (if and when this is available to them, based on territorial control and influence), support from the Taliban or other groups, some donations from support networks and through criminal activity. A more likely use of cryptocurrency by al-Qaeda exists for the leadership in Iran, given the country’s use of cryptocurrencies for sanctions evasion. However, to date, there is little indication that cryptocurrency funds are financing the al-Qaeda leadership in Iran.

With its affiliates self-financing primarily through their territorial control or local activities and a core group with few economic needs, the group has little incentive to innovate in terms of financial strategy. Furthermore, the group has relatively well-developed fund-movement mechanisms, such as cash couriers and formal banking channels, that it can use to move funds between operational theatres as required. To date, there is little indication that al-Qaeda is interested in adopting cryptocurrencies or fintech as means of moving funds.

**Taliban**

The Taliban has its origins in the early 1990s in Afghanistan, where it first emerged as a local militia but in just a few years grew strong enough to take control of the entire country, which it governed for a five-year period before being ousted. First as a state power and later as a nation-wide but strongly embedded insurgency, the Taliban has been raising funds from a variety of different activities and these have only been solidified with its takeover of Afghanistan in 2021. The group’s funding mechanisms can be broadly categorised as taxation and extortion activities, state sponsorship, donations from wealthy individuals, kidnapping for ransom and the drug trade. However, within Afghanistan, there is diversity in terms of how different Taliban factions raise funds. In some regions, a group will focus on taxing border crossings, while in others members tax natural and farmed resources. Increasingly, the group is also believed to be profiting from aid shipments.

While the Taliban has many sources of income, it also has considerable costs, particularly now that it is responsible for administering the economic and financial systems in Afghanistan. Its recent budget indicated a shortfall of nearly $500 million, with no plan to bridge the gap between planned expenditures and revenues. The group uses primarily Afghanistan-based mechanisms to move, store and manage

---
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funds, relying significantly on cash couriers, the *hawala* system in Afghanistan and, to a lesser extent, the formal banking system, particularly correspondent banking relationships in the region.30

Over the course of the last twenty years, the Taliban has demonstrated little in the way of adaptation or innovation in terms of its financing. In part, this is due to a lack of pressure to change the way it does things: the international community’s ability to disrupt Taliban finance has been limited and is even more so now that the group controls the entirety of Afghanistan (for all intents and purposes, despite some ongoing disputes). The group’s control of Afghanistan and the international response to that has resulted in a humanitarian and economic crisis, but Taliban finances are relatively resilient to counterterrorism efforts due to its ability to control territory and the lucrative nature of the drug trade.

As with al-Qaeda and the Islamic State cell in Afghanistan, the Taliban could conceivably use the emerging nexus between cryptocurrency and *hawala* in the country to conduct transactions. (See the section on Hamas for a description of this nexus and its importance.) However, the Taliban has little incentive to adopt cryptocurrencies, as its existing financing mechanisms serve it well. It already has in place a system of money transfer, obfuscation techniques (including potentially with the help of professional enablers) and freedom of movement in Afghanistan.31

**Islamic State**

Originally growing out of al-Qaeda’s Iraqi affiliate headed by Abu Musab al-Zarqawi, Islamic State (IS) officially split from the global al-Qaeda network in early 2013. Now acting as an independent group, it quickly established itself in the Syrian civil war insurgency before declaring its caliphate in June 2014, which facilitated further geographical expansion outside the Levant region through its province structure. Between 2014 and 2019 it succeeded in controlling large swathes of territory in Syria and Iraq that gave rise to the implementation of a proto-state entity governed by its interpretation of sharia law. Running a state-like entity and controlling numerous provinces around the world, IS was dependent on a large influx of funding but also able to tap into vast opportunities to diversity its funding channels.

As is the case for al-Qaeda, IS does not officially promote the use of cryptocurrency in its propaganda and there is limited information confirming whether the group formally uses any sort of cryptocurrency or has adopted fintech widely. Instead, the core group makes use of the financial system in its areas of operations in order to finance its activities. This primarily means a reliance on money service businesses, cash and the formal banking system when and if available. On numerous occasions, however, IS’s supporter networks and sympathetic individuals have promoted the use of cryptocurrencies and in some cases have invested in currencies – mainly bitcoin – to fund various types of activities.32
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For example, the supporter network I’lam Foundation has solicited cryptocurrency donations to fund its activities, which include translations of IS propaganda. The publicly available information for the process of donating is kept to a minimum and supporters are instructed to contact a Telegram channel to obtain the wallet address. This form of financial tradecraft prevents attribution of the wallet address to terrorist activities, allowing the wallet to remain private and stopping blockchain-analytics companies and intelligence services from determining how much money is being sent to the wallet unless they are able to infiltrate the Telegram group and obtain the address.

IS sympathisers are not entirely supportive of the use of cryptocurrencies. The well-known supporter network Electronic Horizons Foundation has on occasion warned against the use of bitcoin due to the risk of authorities tracing the payments. Other networks entirely abandoned bitcoin and instead began using the privacy coin Monero.

Several times, however, Western-based IS sympathisers have used cryptocurrencies to transfer funds to the group, in addition to providing guidance on how to use cryptocurrencies, as illustrated by the case of Ali Shukri Amin. In some cases, IS supporters have used cryptocurrencies to provide funds to individuals in detention facilities in Syria in an effort to help them to escape or to provide them with money for sustenance. These “pop-up” financial networks contribute to instability in the camps by facilitating a network that moves supplies, money and family members in and out of the camps. However, cryptocurrency transactions are not the most popular method of moving funds into Syria.

IS’s adoption of cryptocurrency is probably based on the specific skillsets of individuals involved. To date, there is no overarching effort by the group or its affiliates to move their financial activities to cryptocurrency or other fintech. However, individual supporters have used and will continue to use new fintech to move funds for the group. To a certain extent this adoption mirrors the broader societal trends of adopting these new technologies, rather than a specific effort on the part of IS to innovate how it manages the movement of funds. As such countries as the Democratic Republic of the Congo seek to incorporate cryptocurrency and fintech more concretely into their financial systems, this is likely to create opportunities for IS operating in these areas to incorporate this financing method into the mechanisms it currently uses.
**Hamas**

Unlike al-Qaeda and IS, but similar to the Taliban, Hamas is a political movement and nationalist Islamist group employing violence to realise its political objective of establishing an Islamic Palestinian state. A designated terrorist group and affiliated with the Muslim Brotherhood movement, Hamas is primarily active in Gaza, where it is the dominant political authority, and, to a lesser extent, on the West Bank.

With its long history, social embeddedness and political control, Hamas uses multiple methods to fund its activities and has a relatively sophisticated financing structure. Despite being a Sunni fundamentalist group, it receives significant state funding from Iran, usually in the tens of millions of dollars annually. It has also used the charitable sector to raise and move funds, establishing a website in 2002 to solicit donations specifically for the purchase of weapons. These donations were transferred through the banking system to accounts held in Gaza. Hamas also raises and moves funds through trade-based money-laundering schemes, some of which include transit across Turkey.

In recent years, Hamas has solicited cryptocurrency donations globally and used social media to draw attention to its request for donations. The group used financial tradecraft in an attempt to make the bitcoin donations it receives truly anonymous, such as through the creation of unique bitcoin addresses for each individual donor. Israel has disrupted multiple Hamas financing operations using cryptocurrency, including exchanges operating in the West Bank and Gaza. Despite these disruptions, Hamas will likely continue to use cryptocurrency to finance its activities and will try to innovate techniques to obscure the source and destination of funds using cryptocurrencies; such techniques could be exported to other jihadist groups.

Hamas operates one of the more financially innovative financing strategies in the militant Islamist space. The group has solicited donations, made attempts at generating anonymous donations and wallets, and controls or significantly influences cryptocurrency exchanges in or near its areas of operations. To remove funds from the cryptocurrency exchanges, Hamas makes use of either official exchanges, converting that money into cash, or uses informal exchanges. (Informal exchanges are essentially hawalas or money service businesses that also have cryptocurrency capabilities, meaning that individuals can transfer funds in cryptocurrency to the hawala or business address, then “cash out” into their desired form of currency.) Despite the relatively widespread use of cryptocurrency and other financial technologies in Israel and the Palestinian territories, Hamas still needs to convert cryptocurrency into cash in order to use funds. Hamas’ financial innovation is being carried out within
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the context of broader cryptocurrency adoption in the Palestinian territories and Israel and is plausibly a function of that adoption rather than a specific strategy created by Hamas to finance its activities in this way. Indeed, cryptocurrency adoption is relatively high in the Palestinian territories: remittances account for the majority of cryptocurrency transactions into the territories, along with freelance payments, potentially a response to the restriction of other financial services into the area.47
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5. Financial Innovation in the REMVE and AGAAVE Space

Compared to jihadist groups, many racially and ethnically motivated violent extremism (REMVE) and anti-government, anti-authority violent extremism (AGAAVE) actors have adopted a more deliberate approach to cryptocurrency and fintech to finance their activities. In some cases, this is driven by ideology: the use of a non-state-backed currency has appeal for individuals or movements seeking to bring about the collapse of the Western financial system or simply to distance themselves from the state and its institutions. Many of these actors have also been drawn to the alleged anonymity of cryptocurrencies, although in recent years that anonymity has been demonstrated to be more pseudonymous than fully anonymous.

The main innovation in this space is the eschewing of formal group structures, which has further effects on these groups’ adoption of fintech. The decentralised cell structure is potentially an adaptation to counterterrorist tools and techniques, including those associated with counterterrorism approaches to financing. These decentralised structures or even more nebulous movements have little in the way of financial needs, meaning that disrupting their financing has far less meaningful impact than it does for jihadist groups.

Furthermore, the individuals associated with these types of extremism often use a self-funding strategy, rarely reaching out to a broader movement or other individuals for help financing their activities. They tend to use tools and equipment readily available to them to conduct their attacks – another indication of potential adaptation to counterterrorism measures. Any movement- or organisational-level financing that occurs in support of specific actors tends to be after the fact, focusing on legal support.

At the movement level, extremist influencers and propagandists tend to use funds to cover costs and contribute to disseminating their propaganda. In some cases, individual propagandists and influencers profit from sharing or creating extremist content.

**Atomwaffen Division / National Socialist Order**

Atomwaffen Division (AWD), also known as National Socialist Order (NSO), is a terrorist neo-Nazi movement that arose from the Iron March internet forums. Members of the organisation tend to be accelerationists, positing that violence is the only sure method to achieve their goals. The movement’s primary ideological influences include James Mason, Charles Manson, Joseph Tommasi and
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48 Members of AWD/NSO believe that modernity, liberalism and capitalism are inherently flawed and are the source of their own inevitable and accelerating demise. Accelerationists use a set of tactics and strategies designed to put pressure on and exacerbate latent social divisions, often through violence, thus hastening societal collapse. See: https://www.accresearch.org/shortanalysis/an-introduction-to-militant-accelerationism.
William Pierce. It relies on a decentralised cell structure, which suggests that organisational financing for the overall movement is limited. The movement has associated cells in several countries, including Germany (Feuerkrieg Division), the UK (Sonnenkrieg Division), Poland, Canada, the Czech Republic and Ukraine. AWD originally organised online, mostly through the communication platform Discord. While there is no publicly available information suggesting that the group also raised money through Discord, the platform does provide the ability for users to generate funds through private servers, advertisements, donations and sponsorship. According to information submitted by the Government of Canada to the Financial Action Task Force, AWD’s resources and financial structure are primarily based online, with reliance on money transfer services.

Most of AWD/NSO funding reportedly comes from members’ self-financing. For instance, AWD member William James Tschantre cashed in $3,000 of savings and quit his fast-food job before purchasing a pair of rifles and hundreds of rounds of ammunition. The group might also use propaganda sales to support some aspects of the organisation and some of its members. For instance, AWD has used Amazon CreateSpace to sell propaganda, selling merchandise that includes T-shirts, mugs and books. It then used some of these funds to support members accused of crimes but not to finance actual attacks.

NSO and American Futurist, a propaganda website for AWD/NSO material, are now using NSvendor to sell related propaganda (specifically Siege by James Mason). American Futurist was set up in 2020 to spread propaganda. The site accepts donations through bitcoin and Monero and has instructions for sending physical currency to a post office box. American Futurist also has instructions on how to use Monero. These instructions first advise the purchase of a cryptocurrency like bitcoin using an exchange, such as CoinBase, followed by moving coins from the exchange to a private wallet, one hosted “on your computer that you’re in control of”. The instructions continue by recommending the user obtain a Monero wallet and exchange the coin for Monero using a wallet such as Exodus that allows for the transfer of cryptocurrencies without the use of an exchange. The article concludes with a description of cashing in Monero by exchanging it for another cryptocurrency, such as bitcoin, and then using an exchange or a bitcoin ATM. The website is effectively describing a method of chain-hopping and using Monero to obscure the source and destination of funds. While this method is technically correct, using a self-hosted wallet such as Exodus means
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that the minimum amount of bitcoin that can be exchanged for Monero is roughly $150, a potential barrier to use for some donors.58

AWD/NSO uses funds for training camps, also known as “hate” camps, conducting weapons training and teaching combat skills. Attendees pool funds to acquire goods and weapons needed for the camp, essentially self-financing their training activities. The murders that AWD members have committed to date have been lone-actor, low-complexity attacks using weapons that the perpetrators already owned; while perpetrated by AWD members, it remains unclear whether all of the incidents were motivated by the group’s ideology and carried out to advance its goals. Many of the members acquired their weapons and ammunition well in advance of any planned incident. For instance, one member was arrested with an AR15 and a thousand rounds of ammunition, a weapon he had possibly acquired some time before the incident.59 In some cases, cells may have been preparing for more complex attacks. Following the arrest of AWD member Devon Arthurs, a cooler with HMTD was found by the police, as well as other explosive precursors and components including electric matches and empty ammunition casings with fuses, which can be used as detonators.60

Reports also suggest that members travel to visit international cells; in these cases, individual members have presumably paid for their own travel expenses. The group’s accelerationist ideology, particularly its efforts to bring about the demise of the social order, suggests that it might be particularly inclined towards using alternatives to the formal financial system, such as cryptocurrencies, other fintech and gaming platforms with payment mechanisms. However, its organisational financing is limited and operational financing is likely largely self-funding. This in and of itself could demonstrate extremist adaptation and innovation in financing: the lack of organisational structure could be a deliberate innovation meant to complicate counterterrorism and counter-extremism responses to group-based organisation.

The Base

As with AWD/NSO, The Base’s structure and strategies grew out of the demise of the Iron March internet forums. “Rather than fashioning itself as a distinct group, The Base from the beginning operated as a decentralised network of ‘survivalism and self-defense’ training camps. It also retained comms channels with many members in Atomwaffen Division.”61 The Base functions as a network of cells connected online.62 Rinaldo Nazzaro, the founder and head of The Base, structured the organisation according to the “leaderless resistance” model pioneered by Louis Beam.63 This organisational structure featured a collection of regional units with shared objectives that nonetheless operate relatively autonomously. According to internal communications, The Base organises its members into units
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of three individuals to perform violent activities. However, though the group was supposed to follow a cell-like structure, leader Nazzaro micromanaged the group as a whole.

According to public reporting, Nazzaro purchased secluded property in a rural portion of Washington state on behalf of The Base with the intention of using that property for paramilitary training. Through a Delaware-registered company called Base Global LLC, Nazzaro purchased three ten-acre parcels of undeveloped land in Ferry County for $33,000 in December 2018. However, there is no publicly available information about the origins of these funds.

There is little available information about The Base’s fundraising strategies. According to its defunct website, “Participation is free, but donations are welcomed to cover costs for training events and facilities.” However, no information was provided on how to donate. The Base allowed members to maintain affiliations with multiple groups and the focus was on training, networking and skill development. Public reporting suggests that each member was responsible for their own financing to get to training camps. There is no public information about the use of cryptocurrency by The Base.

Blood & Honour / Combat18

Since its emergence in the 1980s, Blood & Honour has used various financing methods in order to support its efforts. According to its official propaganda, the group can be found in 23 countries across Europe, North America, South America and Oceania. In examining the group’s digital infrastructure, one thing that is apparent is that a main propaganda vehicle for Blood & Honour is music. The Blood & Honour field manual states that “The CDs are not only a mega fundraiser for the Movement. It is also perhaps the single most important propaganda messenger”, which is reflective of the movement’s peak in the 1990s and early 2000s. These CD propaganda vehicles acted as a source of the movement’s financing. In another Blood & Honour publication, “The Way Forward”, the author describes how National Socialist bands would receive royalties from Blood & Honour labels and bands received free or paid-for trips around the EU, the USA and the UK to perform their music. However, after the death of the leader of Blood & Honour Ian Stuart Donaldson, there was a great deal of infighting over the royalties due to be paid out by the Blood & Honour label.

The selling of magazine subscriptions and branded merchandise also served as a source of financing. The Blood & Honour and Combat18 websites demonstrate a mixed bag of financing options.
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Most chapters of Blood & Honour or Combat18 instructed members to use low-tech methods of financing, such as sending in a cheque or postal order payable to “Blood & Honour”. This was usually the proposed method for the purchase of magazine subscriptions. For the Blood & Honour “white cross” – the support organisation run for Blood & Honour prisoners and their families – fundraising is carried out in person by direct donations or the purchase of raffle tickets at fundraising operations held at Blood & Honour concerts and socials.

There was an option to send an email for additional information for other payment options on some of the Blood & Honour / Combat18 sites, but it is unclear what those options would have been. Blood & Honour and Combat18 branches that had their own music labels or were selling their music online offered a combination of online credit card payments and, in some instances, payment through PayPal. Online payments and PayPal were also the preferred methods for purchasing apparel and memorabilia. The defunct Blood & Honour France website linked to a Facebook page that acted as that branch’s online shop.

There does not appear to be any Blood & Honour or Combat18 manual or guide on the use of cryptocurrencies. The Blood & Honour and Combat18 manuals that are in the ICSR database do not mention any tactics, techniques or procedures regarding financing strategies. The majority of Blood & Honour branches have an email address; therefore, it is possible that an individual could send them an electronic money transfer via email or send funds peer-to-peer via a mobile payment app. The chapters that have a postal box do have instructions on how to send them a cheque or postal order. For Blood and Honour Austria, Canada and Germany, there is little available information about the groups as they are listed as terrorist entities under law. According to their official website, members from these countries are asked to contact Blood & Honour UK.

While Blood & Honour / Combat18 primarily uses more traditional methods of financing, it does incorporate newer financial technologies into its payment systems, such as PayPal and Facebook Marketplace. However, these are modest adaptations potentially made in response to user feedback rather than an effort to innovate or to obscure the source and destination of funds. The use of more traditional financing methods plausibly reflects the age of the group and its membership.

The Proud Boys

The Proud Boys is an all-male loose association of different chapters in a number of different countries that was founded in 2016 in the United States. The Proud Boys regularly attend events with other groups that promote white supremacist and anti-government views, despite the fact that the Proud Boys leadership deny any affiliation with white supremacy or neo-Nazism. In addition, the group is
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semi-accelerationist in that it supports violence in preparation for civil war in the United States.\textsuperscript{81} The majority of the group’s public activities consist of protesting or attending political rallies and events, usually with the purpose of inciting violence.\textsuperscript{82}

While it has a formal organisational structure with a national leader (chairman) and local chapter leaders, the rest of its structure is much looser. Chapters raise funds in a number of ways, such as crowdfunding (usually for specific events or issues) and through “charitable” donations (the group is not a registered charity) and membership dues.\textsuperscript{83} The higher-level organisation raises funds from the website 1776.shop, which is owned and administered by current Proud Boys chairman Enrique Tarrio.\textsuperscript{84} The site sells T-shirts, challenge coin and a variety of Proud Boys paraphernalia. Payment services are provided by credit card companies and CoinPayments, a cryptocurrency exchange. Tarrio also owns a T-shirt printing business that is associated with 1776.shop. He might also have made money from livestreaming on Twitch,\textsuperscript{85} though it is unclear whether these funds were used to support Proud Boys activity or for personal profit.

There is little publicly available information on what the Proud Boys uses its money for. They plausibly spend it on travel to protests, as well as on weapons and equipment. Legal and medical fees are also popular crowdfunding causes for the group.\textsuperscript{86} Indeed, donations have been solicited for NYC9, the group’s legal defence fund.\textsuperscript{87}

Little information exists on how the Proud Boys organisation or chapters manages and stores its funds. Group funds are likely managed by Tarrio himself, though the group potentially has little use for organisational-level funding other than to support high-level members like Tarrio or others who might have been financially deplatformed from their work, online activities and so on. The group’s violence usually consists of street brawls, protests, counter-protests and murders, all of which require little in the way of funding and do not require sophisticated or innovative financing mechanisms.

The Proud Boys has demonstrated little in the way of financing innovation, although as with other REMVE and AGAAVE groups, it tends to use propaganda sales to fund some of its activities and leadership. Payment services provided to sites selling propaganda do use fintech, such as crowdfunding and cryptocurrencies, and some of the potential group funders demand some level of fintech capability, a possible driver of this adoption. In the REMVE and AGAAVE space, the Proud Boys is the most aggressive adopter of fintech; however, this is likely an opportunistic adaptation rather than a strategic one, since most of this adoption is focused on facilitating donations and selling propaganda rather than obscuring the source and destination of funds for its activities.

\textsuperscript{81} Kriner and Lewis, “Pride & Prejudice: The Violent Evolution of the Proud Boys”, 2021.
\textsuperscript{82} Mapping Militants team, “Proud Boys”.
\textsuperscript{86} Carless, “Proud Boys Got Donations”.
\textsuperscript{87} Glaser, “The Swag Shop of the Far Right”.


Russian Imperial Movement

The Russian Imperial Movement (RIM) is based in Saint Petersburg, Russia, and operates in Russia, Ukraine, Syria and Libya. RIM’s founder claims that the group is funded by public donations. The group has also raised funds through other means, such as music concerts. It has an adversarial relationship with the Russian government, but has worked alongside a Russian political party in the past.

The group uses its funds to provide “clothes, shoes, special equipment – communications, body armor” for every militant it sends to Ukraine. The group has also provided training to Swedish members of the Nordic Resistance Movement and also reportedly offered paramilitary training to organisers of the 2017 Unite the Right rally in Charlottesville, Virginia, and members of other US-based white nationalist groups. RIM provided training to two Swedes who bombed a bookshop, a refugee shelter and an asylum-seeker campsite. The training it offers is free for recruits.

RIM also uses funds to purchase equipment for training recruits in bomb-making, marksmanship, combat medicine and small-group tactics, such as assaulting and clearing buildings. It conducts military operations in Russia and Ukraine and is believed to have sent fighters to the Central African Republic, Syria and Libya.

RIM also sponsors other terrorist and extremist groups using its funds and has donated money to foreign neo-Nazi and white supremacist groups, such as the Nordic Resistance Movement. RIM regularly “posts updates talking about sending help to poor families, sending gifts to children in foster care, fundraising for people with serious diseases or for families of their ‘brothers in arms’ who were killed in military campaigns (for example, in Ukraine).”

As RIM is not a banned Russian entity, it is possible that the group uses the Russian financial system to move funds within the country and to its operational units in other countries. The leader of the group, Stanislav Anatolyevich Vorobyev, plausibly manages the
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Alexander Zuchkovsky serves as the head of logistics for RIM, promoting the separatist cause in Ukraine and recruiting foreign fighters to join the conflict. He potentially also plays a role in managing the group’s finances. He is alleged to have organised “30 million rubles worth of shipments of weapons and military equipment to Ukrainian separatists” and led an operation to send supplies, including radios, uniforms, mobile phones, drones, binoculars and even items as banal as soap, batteries and toothpaste, to support the fighters. In 2014 he told Der Spiegel that he had raised about $485,000 for the effort.

The group does not appear to have innovated in terms of any of its financial activities; instead, it uses existing methods such as donations from identity-based support networks, propaganda and music festivals to raise funds. There are significant informational gaps in how the group moves and stores its funds, which could shed light on any potential innovation in this space. However, since the group enjoys relative impunity in Russia, it is likely able to take advantage of the financial system in Russia to finance some or most of its activities. Since cryptocurrencies and other fintech are in use in Russia, this could include some fintech adoption.

Three Percenters

The Three Percenters (also known as 3%-ers and Threepers) is an ideological movement and part of the broader militia movement that claims that only 3% of American colonists fought against the British during the American Revolution. Members subscribe to the idea that they are part of a small number of dedicated patriots protecting Americans from government tyranny, as the 3% did before them.

The group has received support from such organisations as the American Defense Force and the American Border Foundation, which allegedly helped to sponsor rallies. The American Border Foundation was a 501(c)(3) non-profit in the United States, granted tax-exempt status in 2018 and was determined to be a public charity under United States law. In 2022, the organisation’s federal tax-exempt status was automatically revoked for not filing the appropriate forms. Other non-profit organisations suspected to be associated with the group were also set up to receive donations through the Amazon Smile programme. This allows donations to charities as well as the donation of items needed by charities. The Three Percenters might also raise money from propaganda sales on its websites. Payments on the website can be made using various methods, including credit cards and cryptocurrencies.
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through credit and debit card, as well as PayPal. The group also has connections to politicians; however, it is currently unclear whether it is financially supported by political elites.\(^{109}\)

The Three Percenters was founded by Mike Vanderboegh, “an Alabama-based anti-government extremist who had been involved in the militia movement for many years”.\(^{110}\) The movement is divided into a number of key figures and organisations, such as the III% Security Force (led by marine veteran Chris Hill), American Patriots III% (led by Scott Seddon), III% United Patriots (founded by Mitch Nerem and marine veteran Mike Morris) and III% Georgia Martyrs (led by Justin Thayer).\(^{111}\) These groups are further organised into local, state and regional chapters and use a paramilitary structure to organise themselves, coordinate actions and make decisions.\(^{112}\) This structure potentially also extends to financial matters and most chapters probably finance their activities themselves through donations from members. The Three Percenters has “been linked to bomb plots targeting United States federal government buildings and Muslim communities”.\(^{113}\) How these plots were financed is currently unknown.

The movement also uses advertisements to sell merchandise on Facebook and Google;\(^{114}\) these merchandise sales potentially have the added benefit of acting as a soft recruitment tool. The group has also hosted rallies and events against lockdown measures related to the coronavirus pandemic and in support of Donald Trump.\(^{115}\) Members buy weapons, bomb-making equipment, ammunition and Three Percenter merchandise.\(^{116}\) Individual members purchase items such as military gear, communications equipment and weapons to intimidate others and attempt operations.\(^{117}\) Individual chapters also use funds to conduct paramilitary training and vigilante border patrols along the United States–Mexico border.\(^{118,119}\)

Given its non-proscribed status in the United States, the Three Percenters potentially uses only basic tradecraft to hide the source and destination of funds, if at all. However, its use of non-profit and charitable organisations can serve to obfuscate its activities. For instance, one man associated with the group “ran a nonprofit called the American Phoenix Project, which was classified under educational services and schools, but was used to organise rallies in support of former President Donald Trump leading up to the Jan. 6 insurrection.” This organisation is in the process of being dissolved. Another Three Percenter, Eric Parker, founded the
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Real 3% of Idaho as an unincorporated non-profit organisation.\textsuperscript{120} The group is able to operate with impunity in the United States, meaning that it is able to make use of the formal financial system and several tools to obscure its funds.

While the Three Percenters does not display a high degree of innovation in its financing, its use of non-profit and charitable entities is significant. This type of financing activity has also been observed among other terrorists and extremists, although the extent to which the Three Percenters is able to exploit the US charitable registration system and obtain tax exempt status is unique among REMVE and AGAAVE actors and jihadists.

6. A Look at Non-proscribed Threat Actors and the Post-organisational Landscape

The use of cryptocurrencies by REMVE and AGAAVE actors is becoming more prominent among post-organisational violent extremist and terrorist (POVET) milieus.121 POVET refers to “violent extremism or terrorism where the influence or direction of activity is ambiguous or loose”.122 The concept is designed to be group-agnostic and is instead shaped around analysing content and actors who are influential to violent extremism and terrorism beyond those who have been proscribed by governments.123 This is reflective of the shift in the REMVE and AGAAVE space away from groups and more towards a leaderless resistance model. Actors in the POVET space are opportunists, seeking to leverage extremists of all stripes (for example, neo-Nazis, neo-fascists, fundamentalist Christians, anarchists, Black liberationists, anti-government extremists, ethno-nationalists, eco-radicals, jihadists and even conspiracy theorists). Such a wide-reaching and inclusive framework of recruitment and engagement creates a fertile ground for innovation due to the intersection of various milieus that creates ever-changing and evolving feedback loops of varied world-views that are seemingly at odds with one another. Cynthia Miller-Idriss and Brian Hughes have called this “blurry ideologies”, which highlights how diverse and even conflicting ideologies are providing a communal mechanism by which support and goals are advanced around a set of abstract virtues or beliefs that cut across traditional ideological boundaries.

Neo-Fascist Accelerationism

Examples of neo-fascist accelerationist networks include the United Acceleration Front and the National Socialist Coalition, which rapidly formed and collapsed just as quickly.

Part of why neo-fascist accelerationists are interested in fintech is tactical, based on the pseudo-anonymity afforded by the use of, for instance, cryptocurrencies. Most of these channels have Monero wallets to which users can donate and have shared the guide from the American Futurist on how to use Monero. However, the use of cryptocurrency is also ideological in neo-fascist accelerationist
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Neo-fascist accelerationists focus on accelerating the inevitable fall of liberal democracy: “Militant accelerationism is a set of tactics and strategies designed to put pressure on and exacerbate latent social divisions, often through violence, thus hastening societal collapse.” Accelerationists seek to restore society to a framework based on tradition and hierarchy; neo-fascist accelerationists advocate random acts of terrorism in an effort to ignite a chain reaction of social unrest and bloodshed. Part of the lure for REMVE and AGAAVE actors in these milieus is that they believe by not participating in the fiat system and by promoting cryptocurrencies they will be able to ultimately deal a blow to the “Jewish” banks and therefore crash the financial system.

Nordic Resistance Movement

The Nordic Resistance Movement (NRM) has published a cryptocurrency action plan “to prepare ourselves for an economic crisis”.126 This plan is rooted in three things. First, it draws influence from the conspiracy theories of the Great Reset and the New World Order, and that the “fake pandemic” is the first step in the coming economic crisis.127 Second, adherents of the group also believe that, by using cryptocurrencies, for the “first time in history we have the chance to deny Jews money and use our own”.128 Third, the NRM has had, according to the action plan, “bad experiences” with bank accounts.129 Thus the group’s logic is that if there is an economic collapse, the NRM network will have access to funds that it can use to purchase necessities.130 Similar to neo-fascist accelerationists, the group also perceives cryptocurrencies as a way of attacking the system: “Have you been fucked by the system? Fuck the system and use Monero!”131

The action plan also provides basic instructions and advice on how to mine cryptocurrency. It suggests the currency group members should use is Monero, as this will provide a mechanism to hide “their wealth” and is a privacy-focused coin. The plan also promotes Monero as it was not ASIC-resistant at the time,132 thus making it easier to mine.133

127 Ibid.
128 Ibid.
129 Ibid.
130 The group does not take into account the challenges of cashing out Monero during an economic crisis.
132 An ASIC-resistant cryptocurrency has its protocol and mining algorithm configured in such a way that using ASIC machines to mine the coin is either impossible or brings no significant benefit when compared to traditional GPU mining. In some cases, using ASICs on ASIC-resistant cryptocurrencies may be even worse than using more conventional hardware. For more information, see https://academy.binance.com/en/glossary/asic-resistant.
133 As of December 2019, Monero has upgraded to RandomX, a mining algorithm that aims to be ASIC-resistant.
It explains how to create a mining pool to mine for Monero and suggests that leaders of cells and groups should implement a mining pool to generate an influx of Monero for the movement. The plan also recommends the use of Ragerx.lol as the easiest way to implement a mining pool on a member’s computer.¹³⁴

From NRM’s perspective, cryptocurrencies are a technology that the group can use to fight the system but one that members need to educate themselves about prior to actually implementing. Based on an analysis of this action plan, it appears that this is more of a warning sign of adaptation yet to come than an example of current use.

¹³⁴ RagerX is a miner, an operating system and a pool that boots off a thumbdrive. See: https://ragerx.lol/.
7. Cryptocurrency and Funding Terrorism and Extremism

Despite the general fear that cryptocurrencies would become a central source of terrorist financing and contribute to the funding of actual terrorist attacks, there is scarce evidence that this is the case. In the aftermath of Islamic State’s November 2015 Paris attacks, there were reports that the attack had been funded partly through bitcoin, but these reports have never been confirmed. Similar reports circulated following the terrorist attacks in Sri Lanka in Easter 2019, although these reports were determined to be unfounded.\(^{135}\) One of the only known cases of cryptocurrency being used to finance an attack is the July 2016 attack against the Solo Police Headquarters in Indonesia. According to reports, the mastermind behind the attack, a deceased Syrian-based militant named Bahrun Naim, used PayPal and bitcoin to transfer funds for the attack. Although the total amount sent by Naim to fund the attack was relatively small – less than $1,000 – it represents an innovation in jihadist operational financing.\(^{136}\) In other recent attacks from the REMVE and AGAAVE space, attackers have eschewed the use of cryptocurrencies but have still made use of other fintech, such as PayPal, to finance their attacks. For instance, the Buffalo shooter used money he had in his bank account and his PayPal account to fund some of his weapons and equipment purchases. However, he also sold some of his personal belongings at flea markets to raise money to make further purchases and specifically avoided using cryptocurrency for any financing of his attack.\(^{137}\)

There are a number of reasons why cryptocurrency and, to a lesser extent, other financial technologies have not been used to finance jihadist attacks. These reasons extend across the political and ideological spectrum to all types of groups. First, there remain some technological barriers to using cryptocurrency. While cryptocurrency has been in existence for over a decade, obtaining cryptocurrency in some jurisdictions remains challenging. Many banks prohibit the sending of funds to exchanges and some countries have started to ban cryptocurrency ATMs.\(^{138}\) As the glossary at the beginning of this handbook illustrates, there is technical language that needs to be understood to acquire cryptocurrency and even greater barriers to truly anonymous use. Second, cryptocurrency transactions can be slow and costly, making the transfer of relatively small sums of money prohibitively expensive and time-consuming, particularly in the presence of other, more reliable methods, such as the formal financial system, money-service businesses, hawalas and cash couriers. Thirdly, cashing out cryptocurrency into state-backed currency or using it to purchase weapons or device components for attacks can
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be technologically challenging and time-consuming, and can open a user up to potential theft. While “informal” exchanges are starting to expand into cryptocurrencies in places like Syria and Afghanistan, this is still limited. Finally, many cryptocurrencies are extremely volatile, making them impractical as a transfer mechanism for funds.

Over the next few years, the use of cryptocurrencies by jihadists and REMVE and AGAAVE actors to fund attacks is likely to remain limited and largely within the purview of more technologically sophisticated plotters. Some extremists might seek to purchase cryptocurrencies as a form of investment, the proceeds of which could be used to fund attacks or a terrorist organisation. However, given the current volatility and low price of many of these speculative assets, this is unlikely to materialise in the near term and would likely be a longer-term financing strategy. Despite these limitations, counterterrorism professionals will need to maintain situational awareness of cryptocurrencies and fintech, as their adoption is likely to grow over time in line with increased societal adoption.
8. Countering the Financing of Terrorism and Extremism Using New Financial Technologies

Countering extremist and terrorist financing using cryptocurrency and other financial technologies has unique challenges. In some cases, fintech like PayPal are considered to be payment processors rather than money-service businesses, which means that they fall outside anti-money-laundering and counterterrorist financing regulatory processes in some jurisdictions. Some of these technologies, including cryptocurrency exchanges, have been reluctant to implement know-your-customer or know-your-client regulations, meaning that even when regulation is in place, it is enforced unevenly. Furthermore, jurisdictions have different regulations around cryptocurrency and fintech, meaning that terrorists and extremists can engage in geo-financial arbitrage, essentially choosing to focus their financing activities (such as the storage and movement of funds) in or through jurisdictions with lax regulations (this is true in other contexts outside the use of fintech as well, as the popularity of such financial centres as Dubai illustrate). 139

In some cases, the use of cryptocurrencies can make transactions easier to follow and might not require the level of authorisation usually associated with tracking financial transactions, such as judicial warrants. Blockchain-analytics companies are increasingly able to exploit the blockchain using techniques such as clustering to identify, de-anonymise and attribute wallets and transactions to particular individuals or entities. At the same time, illicit actors are developing obfuscation techniques, such as mixers or tumblers, chain-hopping and privacy coins, in a cycle of adaptation and counter-adaptation. Both of these processes are facilitated by the open and public nature of the blockchain, which in turn accelerates these innovations and adaptations (in traditional terrorist and extremist financing, innovation and adaptation has generally followed only after successful court proceedings or disruptions that have revealed the counter-financing methods employed). While blockchain-analytics companies can be force multipliers for counterterrorism and counter-extremism finance practitioners, illicit actors also potentially make use of the same tools and techniques in an effort to enhance their anonymity and obfuscate the source and destination of their funds, particularly those that have invested in cryptocurrency capabilities.
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9. Understanding and Anticipating Terrorist and Extremist Financing Adaptation and Innovation

The majority of terrorist groups, cells and individuals adopt new technologies, tactics, techniques and procedures gradually. Few groups or entities truly innovate in the finance space, as finance is more constrained by external factors (like existing banking systems) than other areas of potential innovation and adaptation (such as attack tactics, for example). Terrorist financing is resistant to high levels of innovation because most terrorist actors are constrained by the financial and economic systems in which they operate. They are at the mercy of existing structures. As such, shifts in terrorist financing trends and methods are best seen as adaptation rather than innovation and as a learning process. This process is also largely accompanied by changes in global or local financial and economic systems.

Despite the slow march of financial adaptation by terrorists, it is important to think about innovation and adaptation in terrorist organisations and entities in terms of non-violent activity (like financing) in order to anticipate changes in methods and mechanisms. For most terrorists, adaptation of new financing techniques emerges when changes to economic and financial systems occur. For instance, terrorists exploit fintech and cryptocurrencies when it becomes expedient for them to do so and when such technologies become widely accepted and used. Until then, innovation can occur among motivated individuals or cells, but new financing methods are rarely pursued by groups or more established cells or organisations.

While other forms of terrorist innovation are often linked to problem-solving and efforts to circumvent countermeasures, terrorist financing innovation is relatively immune to these pressures. For instance, even twenty years after the global community implemented counterterrorist financing policies and practices on a macro-scale, terrorist actors continue to use banks, cash couriers, trade-based mechanisms and money service businesses to move funds. There has been little change in the primary methods used by terrorists to move funds.

Unlike other aspects of innovation, terrorist financial innovation and adaptation does potentially allow for the development of some predictive indicators. These indicators will all be jurisdictionally and geographically specific, depending on the financial and economic
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terrain where a terrorist entity or organisation operates or seeks to operate. Terrorists will prioritise adoption of new technologies where there is an operational security advantage to doing so (as a means to obscure the source, destination or use of funds). They will also adopt new technologies when there is sufficient market saturation to allow them to use the technology easily and sufficient users among which they can hide. Terrorists will prioritise new technologies that allow them to quickly, easily and cheaply move money, both domestically and internationally, or that allow them to buy the goods and services they require.

The information in this workbook is intended to familiarise researchers, analysts and practitioners with how different types of terrorist actors use fintech and cryptocurrencies to facilitate their financial activities. The process of terrorist adoption of fintech is laid out for various groups and can serve as a framework to help analysts to predict if or when a particular group or terrorist actor might adopt particular fintech or cryptocurrencies. This analysis should keep in mind the broader economic and financial context where terrorist actors are operating and whether fintech and cryptocurrencies are viable options for facilitating financial transactions. Beyond this, the workbook contains information (such as keywords) that can be used to search through information holdings for any indication of cryptocurrency or financial technology adoption by terrorists, thus providing early warning of terrorist adaptation.
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